MOBILE DEVICE SECURITY: BEST PRACTICES

We are no longer tied to our desks, and the use of mobile phones, tablets and other devices is growing. Hackers are following this trend and are increasingly attacking phones and mobile devices.

Many of these devices use their own wireless networks and are used in public. These facts make our mobile phones and devices susceptible to hackers.

Our security awareness program will bring you up-to-speed on important cyber security topics through engaging training modules and simulations. In the coming weeks and months, you'll learn how to spot phishing attempts and other cyber threats before they occur, helping keep your organization's sensitive information safe.

Take control of settings for wireless network connections

Use encryption for your phone, its apps, stored information and all communications in transit

Don't connect to public WiFi unless you know it is safe and protected with a strong password