One in 131 emails are malicious, the highest rate in five years. Hackers use email as the primary approach for phishing. On average, the cost of phishing attacks for a large U.S. company is $3.8 million. Here's how you can help fight cyber attacks at your office:

- Do not open suspected phishing messages
- Report messages through your email's Phishing Alert Button
- Delete emails after IT or your supervisor inspects it for evidence
- The current top 10 subject-line keywords seen in phishing campaigns include: invoice, document, scan, mail delivery failure, order, and payment.

Our security awareness program will bring you up-to-speed on important cyber security topics through engaging training modules and simulations. In the coming weeks and months, you'll learn how to spot phishing attempts and other cyber threats before they occur, helping keep your organization's sensitive information safe.